Frame Relay Commands

Use the commands described in this chapter to configure access to Frame Relay networks.

For Frame Relay configuration information and examples, refer to the “Configuring Frame Relay”
chapter in thaVide-Area Networking Configuration Guide
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class (map-list configuration)

To associate a map class with a protocol-and-address combination, clssshep-list
configuration command.

protocol protocol-addresslassmap-clasgbroadcasi [trigger] [ietf]

Syntax Description

protocol Supported protocol, bridging, or logical link control keywords:
appletalk, bridging, cIns, decnet dlsw, ip, ipx, lic2, rsrb,
vines andxns.

protocol-address Protocol address. Th®idge andclns keywords do not use
protocol addresses.

classmap-class Name of the map class from which to derive quality of service
(QOS) information.

broadcast (Optional) Allows broadcasts on this SVC.

trigger (Optional) Enables a broadcast packet to trigger an SVC. If an
SVC already exists that uses this map class, the SVC will carry
the broadcast. This keyword can be configured only if
broadcastis also configured.

ietf (Optional) Specifies RFC 1490 encapsulation. The default is
Cisco encapsulation.

Default

No protocol, protocol address, and map class are defined.i¢tttkeyword is not specified, the
default is Cisco encapsulation. If theoadcastkeyword is not specified, no broadcasts are sent.

Command Mode
Map-list configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

This command is used for Frame Relay switched virtual circuits (SVCs); the parameters within the
map class are used to negotiate for network resources.

The class is associated with a static map that is configured under a map list.

Example

In the following ekample, if IP triggers the call, the SVC is set up with the QOS parameters defined
within the clas$iawaii. However, if AppleTalk triggers the call, the SVC is set up with the QOS
parameters defined in the claagbow An SVC triggered by either protocol results in two SVC
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maps, one for IP and one for AppleTalk. Two maps are set up because these protocol-and-address
combinations are heading for the same destination, as defineddsstreddr keyword and the
values following it in themap-list command.

map-list bermuda source-addr E164 14085551212 dest-addr E164 15085551212

ip 131.108.177.100 class hawaii
appletalk 1000.2 class rainbow

In the following example, thigigger keyword allows AppleTalk broadcast packets to trigger an
SVC:

ip 172.21.177.1 class jamaica broadcast ietf
appletalk 1000.2 class jamaica broadcast trigger ietf

Related Commands

map-class frame-relay
map-list
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class (virtual circuit configuration)

To associate a map class with a specified data-link connection identifier (DLCI), cssshitual
circuit configuration commandoTremoe the association between the DLCI and the map class, use
theno form of this command.

classname
no classname

Syntax Description

name Name of map class to associate with this DLCI.

Default
No map class is defined.

Command Mode
Virtual circuit configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

This command applies to DLCIs. The class parameter values are specified witiptotass
frame-relay command.

Examples
The following example shows how to define map ctdee_vesand apply it to DLCI 100:

interface serial 0.1 point-to-point
frame-relay interface-dici 100
class slow_vcs

map-class frame-relay slow_vcs
frame-relay cir out 9600

The following example shows how to apply a map class to a DLCI for whieme-relay map
statement exists. THeame-relay interface-dici command must also be used.

interface serial 0.2 point-to-multipoint
frame-relay map ip 131.26.13.2 100
frame-relay interface-dici 100

class slow_vcs

interface serial 0
frame-relay interface-dici 100
class fast_vc

map-class frame-relay fast_vc

frame-relay traffic-rate 56000 128000
frame-relay idle-timer 30
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Related Commands
frame-relay interface-dIci

frame-relay map
map-class frame-relay
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clear frame-relay-inarp

To clear dynamically created Frame Relay maps, which are created by the use of Inverse Address
Resolution Protocol (ARP), use thkear frame-relay-inarp EXEC command.

clear frame-relay-inarp

Syntax Description
This command has no arguments or keywords.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Example
The following example clears dynamically created Frame Relay maps:

clear frame-relay-inarp

Related Commands

frame-relay inverse-arp
show frame-relay map
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encapsulation frame-relay

To enable Frame Relay encapsulation, usetizapsulation frame-relayinterface configuration
command. To disable Frame Relay encapsulation, usetfoem of this command.

encapsulation frame-relaycisco| ietf]
no encapsulation frame-relayietf]

Syntax Description

cisco (Optional) Uses Cisco’s own encapsulation, which is a 4-byte
header, with 2 bytes to identify the data-link connection
identifier (DLCI) and 2oytes to identify the paekt type. This is
the default.

ietf (Optional) Sets the encapsulation method to comply with the
Internet Engineering Task Force (IETF) standard (RFC 1490).
Use this keyword when connecting to another vendor’s
equipment across a Frame Relay network.

Default
Enabled

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

Use this command with no keywords to restore the default Cisco encapsulation, which is a 4-byte
header with 2 bytes for the DLCI and 2 bytes to identify the packet type.

Examples
The following example configures Cisco Frame Relay encapsulation on interface serial 1:

interface serial 1
encapsulation frame-relay

Use thaetf keyword if your router or access server is connected to another vendor’s equipment
across a Frame Relay network to conform with RFC 1490:

interface serial 1
encapsulation frame-relay ietf
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frame-relay bc

To specify the incoming or outgoing committeddt size (Bc) for a Frame Relay virtual circuit, use
theframe-relay bc map-class configuration command. To reset the committed burst size to the
default, use thao form of this command.

frame-relay bc{in | out} bits
no frame-relay bc{in |out} bits

Syntax Description

in |out Incoming or outgoing; if neither is specified, both in and out
values are set.

bits Committed burst size, in bits. Default is 7000 bits.

Default
7000 bits

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

The Frame Relay committedifst size is specified within a map class to request a cetanrate
for the circuit. Although it is specified in bits, an implicit tinaetor is the sampling intervakt on
the switch, which is defined as the burst Szealivided by the committed information rate (CIR).

Example

In the following example, the serial interface already has a basic configuration, and a map group
calledbermudahas already been defined. The example shows a map-list configuration that defines
the source and destination addresses for bermuda, provides IP and IPX addresses, and ties the map
list definition to the map class callganaica. Then traffic shaping parameters are defined for the

map class.

map-list bermuda local-addr X121 31383040703500 dest-addr X121 31383040709000
ip 172.21.177.26 class jamaica ietf
ipx 123.0000.0c07.d530 class jamaica ietf

map-class frame-relay jamaica
frame-relay cir in 2000000
frame-relay mincir in 1000000
frame-relay cir out 15000
frame-relay mincir out 20000
frame-relay bc in 15000
frame-relay bc out 9600
frame-relay be in 10000
frame-relay be out 10000
frame-relay idle-timer 30
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Related Commands

frame-relay be
frame-relay cir
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frame-relay be

To set the incoming or outgoing excess burst size (Be) for a Frame Relay virtual circuit, use the
frame-relay be map-class configuration commana.r€set thexaxess hrst size to the datilt, use
theno form of this command.

frame-relay be{in | out} bits
no frame-relay be{in |out} bits

Syntax Description

in |out Incoming or outgoing.

bits Excess burst size, in bits. Default is 7000 bits.
Default

7000 bits

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

The Frame Relay excessrbt size is specified within a map class to request a cetttrhte for
the circuit. Although it is specified in bytes, an implicit tiraetbr is the sampling inteal/Tc on the
switch, which is defined as the burst dedivided by the committed information rate (CIR).

Example

In the following example, the serial interface already has a basic configuration, and a map group
calledbermudahas already been defined. The example shows a map-list configuration that defines
the source and destination addresses for bermuda, provides IP and IPX addresses, and ties the map
list definition to the map class callganaica. Then traffic shaping parameters are defined for the

map class.

map-list bermuda local-addr X121 31383040703500 dest-addr X121 31383040709000
ip 172.21.177.26 class jamaica ietf
ipx 123.0000.0c07.d530 class jamaica ietf

map-class frame-relay jamaica
frame-relay cir in 2000000
frame-relay mincir in 1000000
frame-relay cir out 15000
frame-relay mincir out 20000
frame-relay bc in 15000
frame-relay bc out 9600
frame-relay be in 10000
frame-relay be out 10000
frame-relay idle-timer 30
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Related Commands

frame-relay bc
frame-relay cir
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frame-relay becn-response-enable

To enable backward explicit congestion notification (BECN) feedback to regulate the
frame-transmission rate on virtual circuits associated with a map class, @rsertheelay
becn-response-enablenap-class configuration command. To cause received BECNs to have no
effect on trafic shaping (though tlyecontinue to be counted for statistics purposes), usetfem

of this command.

frame-relay becn-response-enable
no frame-relay becn-response-enable

Syntax Description
This command has no keywords or arguments.

Default
Enabled when Frame Relay traffic shaping is configured.

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

When enabled, BECNs received from the network on this virtual circuit are used to regulate the
output rate on the virtual circuit. As the frequency of BECNS increases, the output rate is steadily
reduced fronpeakto average(the equivalent of CIR). As congestion eases in the network, and the
frequeny of BECNSs decreases, the output rate isndlbto increase gradually to its configupagk

level.

Becausdrame-relay becn-response-enablis enabled by dafilt, you typically do not hee to use
this command. In addition, this command is not displayed in output shtve running-config
command (which replaced the deprecateite config command).

Examples
In the following exampleframe-relay becn-response-enablies enabled by default:

interface serial 0
encapsulation frame-relay
frame-relay traffic-shaping
frame-relay interface-dlci 100

class pri_vc

In the following exampleframe-relay becn-response-enables enabled by default on all DLCIs
under an interface or subinterface:

interface serial 0
encapsulation frame-relay
frame-relay traffic-shaping
class pri_vc
frame-relay class pri_vc

map-class frame-relay pri_vc
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The following example shows how to disafiteme-relay becn-response-enablér the second

example:

map-class frame-relay pri_vc
no frame-relay becn-response-enable

Related Commands

frame-relay class
frame-relay interface-dici
frame-relay traffic-shaping
map-class frame-relay

Frame Relay Commands
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frame-relay broadcast-queue

To create a special queue for a specified interface to hold broadcast traffic that has been replicated
for transmission on multiple DLCIs, use thhame-relay broadcast-queudnterface configuration
command.

frame-relay broadcast-queuesize byte-rate packet-rate

Command Syntax

size Number of pacéts to hold in the broadcast queue. Thaudlefs
64 packets.
byte-rate Maximum number of bytes to be transmitted per second. The

default is 256000 bytes per second.

packet-rate Maximum number of packets to be transmitted per second. The
default is 36 packets per second.

Defaults
The default values are as follows:

size—64 packets
byte-rate—256000 bytes per second
packet-rate—36 packets per second

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.3.

For purposes of the Frame Relay broadcast qumeoadcast traffids defined as packets that have
been replicated for transmission on multiple DLClswideer the broadcast trii¢ does not include

the original routing packet or service access point (SAP) packet, which passes through the normal
gueue. Due to timing sensitly, bridged broadcasts and spanning-tree @sckre also sent through

the normal queue.

The Frame Relay broadcast queue is managed independently of the normal interface queue. It has
its own buffers and a configurable service rate.

A broadcast queue is given a maximum transmission rate (throughput) limit measured in bytes per
second and paeks per second. The queue is serviced to ensure that only this maximuwidisgro

The broadcast queue has priority when transmitting at a rate below the configured maximum, and
hence has a guaranteed minimum bandwidth allocation. The two transmission rate limits are
intended to avoid flooding the interface with broadcasts. The actual limit in any second is the first
rate limit that is reached.

Given the transmission rate restriction, additional buffering is required to store broadcast packets.
The broadcast queue is configurable to store large numbers of broadcast packets.
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The queue size should be set to avoid loss of broadcast routing update packets. The exact size will

depend on the protocol being used and the number of packets required for each update. To be safe,
set the queue size so that one complete routing update from each protocol and for each DLCI can be
stored. As a general rule, start with 20 packets per DLCI.

As a general rule, the byte rate should be less than both of the following:

® N/4times the minimum remote access rate (measutgdesper second), wheigis the number
of DLCIs to which the broadcast must be replicated

® 1/4 the local access rate (measurelyiresper second)

The packt rate is not critical if you set the byte rate corstrely. As a general rule, set the patk
rate assuming 250-byte packets.

Example

The following example specifies a broadcast queue to hold 80 packets, to have a maximum byte
transmission rate of 240,000 bytes per second, and to have a maximum packet transmission rate of
160 packets per second:

frame-relay broadcast-queue 80 240000 160
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frame-relay cir

To specify the incoming or outgoing committed information rate (CIR) for a Frame Relay virtual
circuit, use thérame-relay cir map-class configuration command. To reset the CIR to the default,
use theno form of this command.

frame-relay cir {in | out} bps

no frame-relay cir {in | out} bps

Syntax Description

in |out Incoming or outgoing.

bps Committed information rate (CIR), in bits per second. Default
is 56000 kps.

Default

56000 bits per second

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

Use this command to specify a CIR for an SVC. The specified &R \s sent through the SETUP
message to the switch, which then attempts to provision network resources to support this value.

Example
The following example sets a higher committed information rate for incoming traffic than for
outgoing traffic (which is going out on a slow WAN line):

frame-relay cir in 2000000
frame-relay cir out 9600

Related Commands

frame-relay bc
frame-relay be
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frame-relay class

To associate a map class with an interface or subinterface, dsantieerelay classinterface
configuration command. To ren®the association between in the iraed or subinterface and the
named map class, use th@form of this command.

frame-relay classname
no frame-relay classname

Syntax Description

name Name of the map class to associate with this interface or
subinterface.

Default
No map class is defined.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

This command can apply to interfaces or subinterfaces.

All relevant parameters defined in th@memap class are inherited by each virtual circuit created
on the interface or subinterface. For each virtual circuit, the precedence rules are as follows:

1 Use the map class associated with the virtual circuit if it exists.

2 If not, use the map class associated with the subinterface if the map class exists.
3 If not, use map class associated with interface if the map class exists.
4

If not, use the interface default parameters.

Example

In the following example, the map cladew_vcss associated with the serial 0.1 subinterface and
the map classlow_vcss defined to have an outbound CIR value of 9600:

interface serial 0.1
frame-relay class slow_vcs

map-class frame-relay slow_vcs
frame-relay cir out 9600

If a virtual circuit exists on the serial 0.1 intar€ and is associated with some other map class, the
parameter values of the second map class override those definedlgwthecmap class for that
virtual circuit.

Related Command
map-class frame-relay
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frame-relay custom-queue-list

To specify a custom queue to be used for the virtual circuit queuing associated with a specified map
class, use thizame-relay custom-queue-listmap-class configuration command. To remove the
specified queuing from the virtual circuit and cause ittventdo the default first-come-first-served
queuing, use theo form of this command.

frame-relay custom-queue-listist-number
no frame-relay custom-queue-listist-number

Syntax Description

list-number List number.

Default
If this command is not entered, the default queuing is first come first served.

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Definition of the custom queue takes place in the existing manner (thgaagk-listcommands).

Only one form of queuing can be associated with a particular map class; subsequent definitions
overwrite previous ones.

Example
The following example configures a custom queue list fofabie veamap class:

map-class frame-relay fast_vcs
frame-relay custom-queue-list 1

queue-list 1 queue 4 byte-count 100

Related Command
map-class frame-relay
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frame-relay de-group

To specify the discard eligibility (DE) group number to be used for a specified DLCI, use the
frame-relay de-groupinterface configuration command. To disable a previously defined group
number assigned to a specified DLCI, usenthéorm of the command with the relevant keyword
and arguments.

frame-relay de-group group-number dici
no frame-relay de-group[group-numbej [dIci]

Syntax Description

group-number DE group number to apply to the specified DLCI numioethe
range from 1 through 10.

dlci DLCI number.

Default

No DE group is defined.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

To disable all previously defined group numbers, usadtferm of this command with no
arguments.

This command requires that Frame Relay software be enabled.

The DE bit is not set or recognized by the Frame Relay switching attdapbt be recognized and
interpreted by the Frame Relay network.

Example
The following example specifies that group number 3 will be used for DLCI 170:

frame-relay de-group 3 170

Related Command
frame-relay de-list

Frame Relay Commands 1V-157



frame-relay de-list

frame-relay de-list

To define a discard eligibility (DE) list specifying the packets that have the DE bit set and thus are
eligible for discarding when congestion is experienced on the Frame Relay switch, use the
frame-relay de-list global configuration command. To delete a portion of a previously defined DE
list, use theno form of this command.

frame-relay de-listlist-number{ protocol protocol| interface type numbér characteristic
no frame-relay de-listlist-number{ protocol protocol| interface type numbgr characteristic

Syntax Description

list-number Number of the DE list.
protocol protocol One of the following keywords corresponding to a supported protocol
or device:

arp—Address Resolution Protocol.

apollo—Apollo Domain.

appletalk—AppleTalk.

bridge—bridging device.

clns—ISO Connectionless Network Service.
clns_es—CLNS end systems.

clns_is—CLNS intermediate systems.
compressedtcp—Compressed Transmission Control Protocol (TCP).
decnet—DECnet.

decnet_node—-DECnet end node.
decnet_router-L1—DECnet Level 1 (intra-area) router.
decnet_router-L2—DECnet Level 2 (interarea) router.
ip—Internet Protocol.

ipx—Novell Internet Packet Exchange Protocol.
vines—Banyan VINES.

xns—Xerox Network Systems.

interface type One of the following interface typeserial, null, orethernet
number Interface number.
characteristic One of the following:

fragments—Fragmented IP packets.

tcp port—TCP packets to or from a specified port.

udp port—User Datagram Protocol (UDP) packets to or from a
specified port.

list access-list-numberPreviously defined access list number.

gt bytes—Sets the DE bit for packets larger than the specified number
of bytes.

It bytes—Sets the DE bit for paeks smaller than the specified number
of bytes.

Default
Discard eligibility is not defined.
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Command Mode
Global configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

To remove an entire DE list, use theform of this command with no options and arguments.

This prioritizing feature requires that the Frame Relay network be able to interpret the DE bit as
indicating which packets can be dropped first in case of congestion, or which packets are less time
sensitive, or both.

Example
The following example specifies that IP packets larger than 512 bytes will have the DE bit set:

frame-relay de-list 1 protocol ip gt 512

Frame Relay Commands 1V-159



frame-relay idle-timer

frame-relay idle-timer

To specify the idle timeout interval for a switched virtual circuit, usdrtivee-relay idle-timer
map-class configuration command. To reset the idle timer to its default interval, neddha of
this command.

frame-relay idle-timer seconds
no frame-relay idle-timer seconds

Syntax Description

seconds Time interval, in seconds, with no frames exchanged on a
switched virtual circuit, after which the SVC is released.
Default is 120 seconds.

Default
120 seconds

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Theframe-relay idle-timer command applies to switched virtual circuits that are associated with
the map class where the idle-timer is defined.

The idle timer must be tuned for each application. Routing protocols such as Routing Information
Protocol (RIP) might keep the SVC up indefinitely because updates go out every 10 seconds.

Example
The following example defines the traffic rate and idle timer fofaste veamap class and applies
those values to DLCI 100, which is associated with that map class:

interface serial 0
frame-relay interface-dici 100
class fast_vc

map-class frame-relay fast_vcs

frame-relay traffic-rate 56000 128000
frame-relay idle-timer 30

Related Command
map-class frame-relay
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frame-relay interface-dici

To assign a data link connection identifier (DLCI) to a specified Frame Relay subinterface on the
router or access server, use fitzgne-relay interface-dici interface configuration command. To
remove this assignment, use tieeform of this command.

frame-relay interface-dici dici [ietf | ciscd
no frame-relay interface-dlcidlci [ietf | ciscd

frame-relay interface-dici dici [protocol ip ip-addres$ (for a BOOTP server only)

Syntax Description

dici DLCI number to be used on the specified subinterface.

ietf | cisco (Optional) Encapsulation type: Internet EngineeriagKiForce
(IETF) Frame Relay encapsulation or Cisco Frame Relay
encapsulation.

protocol ip ip-address (Optional) Indicates the IP address of the serial interface of a
new router or access server onto which a router configuration
file is to be automatically installeder a Frame Relay nebsk.
Use this option only when this device will act as the BOOTP
server for automatic installation over Frame Relay.

Default
No DLCI is assigned.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Use this command only for subinterfaces on a router or access server. Use of the command on an
interface, rather than a subinterface, prevents the device from forwarding packets intended for that
DLCI.

Subinterfaces are logical interfaces associated with a physical interface. You must specify the
interface and subinterface before you can use this command to assign any DLCIs and any
encapsulation or broadcast options. See the “Example” section for the sequence of commands.

This command is required for all point-to-point subinterfaces; it is also required for multipoint
subinterfaces for which dynamic address resolution is enabled. It is not required for multipoint
subinterfaces configured with static address mappings.

Use theprotocol ip ip-addressoption only when this router or access sewill act as the BOTP
server for autoinstallation over Frame Relay.

For more information about automatically installing router configuration files over a Frame Relay
network, see the “Loading Images and Configuration Files” chapter @athigguration
Fundamentals Configuration Guide
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Example
The following example assigns DLCI 100 to serial subinterface 5.17:

! Enter interface configuration and begin assignments on interface serial 5
interface serial 5

! Enter subinterface configuration by assigning subinterface 17

interface serial 5.17

! Now assign a DLCI number to subinterface 5.17

frame-relay interface-dlci 100

Related Command
frame-relay class
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frame-relay intf-type

Use thdrame-relay intf-type interface configuration command to configure a Frame Relay switch
type. Use thao form of this command to disable the switch.

frame-relay intf-type [dce|dte | nni]
no frame-relay intf-type [dce| dte | nni]

Syntax Description

dce (Optional) Router or access ser¥unctions as a switch connected to a
router.
dte (Optional) Router or access server is connected to a Frame Relay

network. This is the default.

nni (Optional) Router or access ser¥unctions as a switch connected to a
switch—supports Network-to-Network Interface (NNI) connections.

Default
dte

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

This command can be used only if Frame Relay switching he®pséy been enabled globally by
use of thdrame-relay switching command.

Example
The following example configures a data terminal equipment (DTE) switch type:

frame-relay switching
!

interface serial 2
frame-relay intf-type dte
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frame-relay inverse-arp

If the Inverse Address Resolution Protocol (Inverse ARP) was previously disabled on a router or
access server configured for Frame Relay, usidhee-relay inverse-arp interface configuration
command to reenable Inverse ARP on a specified interface or subinterface. tiséothe of this
command to disable this feature.

frame-relay inverse-arp[protocol [dlci]
no frame-relay inverse-arp[protocol [dIci]

Syntax Description

protocol Supported protocolsippletalk, decnet ip, ipx, vines, andxns.

dici One of the DLCI numbers used on the interface. Acceptable numbers
are integers in the range 16 through 1007.

Default
Enabled

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

To enable Inverse ARP for all protocols that were enabled before thepfii@me-relay
inverse-arp command was issued, use freame-relay inverse-arpcommand without arguments.
To disable Inverse ARP for all protocols of an interface, usadtfeame-relay inverse-arp
command without arguments.

To enable or disable Inverse ARP for a specific protocol and DLCI pair, use betbttheol and

dici arguments. To enable or disable Inverse ARP for all protocols on a DLCI, use adilyi the
argument. To enable or disable Inverse ARP for a protocol for all DLCIs on the specified interface
or subinterface, use only tipeotocolargument.

This implementation of Inverse ARP is based on RFC 1293. It allows a router or access server
running Frame Relay to diseer the protocol address of avite associated with the virtual circuit.

In Frame Relaypermanent virtual circuits (PVCs) are identified by a DLCI, which is theaiqui
of a hardware address. By exchanging signaling messages, a network announces a new virtual
circuit, and with Inerse ARPthe protocol address at the other side of the circuit can beveisdo

Theshow frame-relay mapcommand displays theond “dynamic” to flag virtual circuits that are
created dynamically by Inverse ARP.

Example
The following example sets Inverse ARP on an interface running AppleTalk:

interface serial 0
frame-relay inverse-arp appletalk 100
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Related Commands

clear frame-relay-inarp
show frame-relay map
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frame-relay ip tcp header-compression

To configure an inteaice to ensure that the associated PVC wilbgis carry outgoingrinsmission
Control Protocol/Internet Protocol (TCP/IP) headers in compressed form, dssntleerelay ip

tcp header-compressiorinterface configuration command. To disable compression of TCP/IP
packet headers on the interface, usenthéorm of this command.

frame-relay ip tcp header-compressiorjpassivé
no frame-relay ip tcp header-compression

Syntax Description

passive (Optional) Compresses the outgoing TCP/IP pabkader only
if an incoming packet had a compressed header.

Default

Active TCP/IP header compression; all outgoing TCP/IP packets are subjected to header
compression.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

This command applies to intades that support Frame Relay encapsulation, specifically serial ports
and High-Speed Serial Interface (HSSI).

Frame Relay must be configured on the interface before this command can be used.

TCP/IP header compression and IETF encapsulation are mutually exclusive. If an interface is
changed to IETF encapsulation, all encapsulation and compression characteristics are lost.

When you use this command to enable TCP/IP header compression, every IP map inherits the
compression characteristics of the interface, unless header compression is explicitly rejected or
modified by use of thtame-relay map ip tcp header compressiomommand.

Example

The following example configures serial interface 1 to use the default encapsuiastonand
passive TCP header compression:

interface serial 1
encapsulation frame-relay
frame-relay ip tcp header-compression passive

Related Command
frame-relay map ip tcp header-compression
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frame-relay lapf frmr

To resume the daiilt setting of sending the Frame Reject (FRMR) frame at the LAPF Frame Reject
procedure after wéng set the option of not sending the frame, usérétmee-relay frmr command.

To set the option afiot sending the Frame Reject (FRMR) frame at the LAPF Frame Reject
procedure, use th® frame-relay lapf frmr interface configuration command.

frame-relay frmr
no frame-relay lapf frmr

Syntax Description
This command has no keywords and arguments.

Default
Send FRMR during the Frame Reject procedure.

Command Mode
Interface configuration command

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

If the Frame Relay switch does not support FRMR, usadlfierm of this command to suppress the
transmission of FRMR frames.

Example
The following example suppresses the transmission of FRMR frames:

no frame-relay lapf frmr
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frame-relay lapf k

To set the Link Access Procedure for Frame Relay (LAPF) wirgipek, use thdrame-relay lapf
k interface configuration command. To reset the maximum windovk $izéhe default value, use
theno form of this command

frame-relay lapf k number
no frame-relay lapf k [numbef

Syntax Description

number Maximum number of Information frames that are either
outstanding for transmission or are transmitted but
unacknowledged, in the range 1 through 127. Default is 7 frames.

Default
7 frames

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

This command is used to tune Layer 2 system parametemhkaull with the Frame Relay switch.
Normally, you do not need to change the default setting.

Manipulation of Layer 2 parameters is not recommended if you do not know well the resulting
functional change. For more information, refer to the ITU-T Q.922 specification for LAPF.

Example
The following example resets the LAPF window dize the default value:

no frame-relay lapf k

Related Command
frame-relay lapf t203
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frame-relay lapf n200

To set the LAPF maximum retransmission cddB0Q use thdrame-relay lapf n200interface
configuration command.olreset the maximum retransmission count to thauttedf 3, use thao
form of this command.

frame-relay lapf n200retries
no frame-relay lapf n200[retrieq

Syntax Description

retries Maximum number of retransmissions of a frame. Default is
3 retransmissions.

Default
3 retransmissions

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

This command is used to tune Layer 2 system parametemhkaull with the Frame Relay switch.
Normally, you do not need to change the default setting.

Manipulation of Layer 2 parameters is not recommended if you do not know well the resulting
functional change. For more information, refer to the ITU-T Q.922 specification for LAPF.

Example
The following example resets the N200 maximum retransmission count to the default value:

no frame-relay lapf n200
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frame-relay lapf n201

To set the LAPF N201 value (the maximum length of the Information field of the LAPF | frame),
use thdrame-relay lapf n201 interface configuration command. To reset the maximum length of
the Information field to the default of 260 bytes (octets), usadterm of this command.

frame-relay lapf n201bytes
no frame-relay lapf n201[byte$

Syntax Description

bytes Maximum number of bytes in the Information field of the LAPF
| frame, in the range 1 through 16384. Default is 260 bytes.

Default
260 bytes

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

This command is used to tune Layer 2 system parametemhkaull with the Frame Relay switch.
Normally, you do not need to change the default setting.

Manipulation of Layer 2 parameters is not recommended if you do not know well the resulting
functional change. For more information, refer to the ITU-T Q.922 specification for LAPF.

Example
The following example resets the N201 maximum information field length to the default value:

no frame-relay lapf n201
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frame-relay lapf t200

To set the LAPF retransmission timer value T200, us&dnee-relay lapf t200 interface
configuration command. To reset the T200 timer to the default value of 15, useftihm of this
command.

frame-relay lapf t200 tenths-of-a-second
no frame-relay lapf t200

Syntax Description

tenths-of-a-second Time, in tenths of a second, in the range 1 through 10@ubef
is 15 tenths of a second (1.5 seconds).

Default
15 tenths of a second (1.5 seconds)

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

The retransmission timer value T200 should be less than the link idle timer value T203 (using the
same time unit).

This command is used to tune Layer 2 system parametemhkaull with the Frame Relay switch.
Normally, you do not need to change the default setting.

Manipulation of Layer 2 parameters is not recommended if you do not know well the resulting
functional change. For more information, refer to the ITU-T Q.922 specification for LAPF.

Example
The following example resets the T200 timer to the default value:

no frame-relay lapf t200

Related Command
frame-relay lapf t203
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frame-relay lapf t203

To set the LAPF link idle timer value T203 of DLCI 0, useftlaee-relay lapf t203 interface
configuration command. To reset the link idle timer to the default value, use thien of this
command.

frame-relay lapf t203 seconds
no frame-relay lapf t203

Syntax Description

seconds Maximum time alleved with no framesx&hanged, in the range
1 through 65535 seconds. Default is 30 seconds.

Default
30 seconds

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Theframe-relay lapf t203command applies to the link; that is, it applies to DLCI 0. Circuits other

than DLCI 0 are not affected.

The link idle timer alue T203 should be greater than the retransmission taher ¥200 (using the
same time unit).

This command is used to tune Layer 2 system parametemhkaull with the Frame Relay switch.
Normally, you do not need to change the default setting.

Manipulation of Layer 2 parameters is not recommended if you do not know well the resulting
functional change. For more information, refer to the ITU-T Q.922 specification for LAPF.

Example
The following example resets the T203 idle link timer to the default value:

no frame-relay lapf t203

Related Commands

frame-relay lapf k
frame-relay lapf t200
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frame-relay Imi-n391dte

To set a full status polling interval, use freme-relay Imi-n391dteinterface configuration
command. To restore the default interval value, assuming an LMI has been configurednase the
form of this command.

frame-relay Imi-n391dte keep-exchanges
no frame-relay Imi-n391dtekeep-exchanges

Syntax Description

keep-exchanges Number of keep exchanges to be done before requesting a full
status message. Acceptable value is a positive integer in the
range 1 through 255.

Default
6 keep exchanges

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Use this command when the interface is configured as data terminal equipment (DTE) or a
Network-to-Network Interface (NNI) as a means of setting the full status message polling interval.

Example

In the following example, one out of every four status inquiries generated will request a full status
response from the switch. The other three status inquiries will request keepalive exchanges only.

interface serial 0
frame-relay intf-type DTE
frame-relay Imi-n391dte 4
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frame-relay Imi-n392dce

To set the DCE and the Network-to-Network Interface (NNI) error threshold, ubatierelay
Imi-n392dceinterface configuration command. To remove the current setting, use fthien of
this command.

frame-relay Imi-n392dcethreshold
no frame-relay Imi-n392dcethreshold

Syntax Description

threshold Error threshold value. Acceptable value is a positive integer in the
range 1 through 10. Default is 2 errors.

Default
2 errors

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.
In Cisco’s implementation, N392 errors must occur within the number defined by the N393 event

countin order for the link to be declaredwo Therefore, the thresholdlue for this command must
be less than the count value defined inftame-relay Imi-n393dcecommand.

Example

In the folloving example, the LMI &ilure threshold is set to 3. The router acts as a Frame Relay DCE
or NNI switch.

interface serial 0
frame-relay intf-type DCE
frame-relay Imi-n392dce 3

Related Command
frame-relay Imi-n393dce
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frame-relay Imi-n392dte

To set the error threshold on a DTE or NNI interface, us&dhee-relay Imi-n392dte interface
configuration command. To remove the current setting, useotfeem of this command.

frame-relay Imi-n392dtethreshold
no frame-relay Imi-n392dtethreshold

Syntax Description

threshold Error threshold value. Acceptable value is a positive integer in the range 1
through 10. Default is 3 errors.

Default
3 errors

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Example
In the folloving example, the LMI &ilure threshold is set to 3. The router acts as a Frame Relay DTE
or NNI switch.

interface serial 0
frame-relay intf-type DTE
frame-relay Imi-n392dte 3
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frame-relay Imi-n393dce

To set the DCE and NNI monitored events count, uséange-relay Imi-n393dceinterface
configuration command. To remove the current setting, useotfeem of this command.

frame-relay Imi-n393dceevents
no frame-relay Imi-n393dceevents

Syntax Description

events Monitored eents count &lue. Acceptablealue is a positie integer in
the range 1 through 10. Default is 2 events.

Default
2 events

Command Mode
Interface configuration

Usage Guidelines

This command first appeared in Cisco 10S Release 10.0.

This command and tHeame-relay Imi-n392dcecommand define the condition that causes the link
to be declared down. In Cissdmplementation, N392 errors must occur withinglientscount in

order for the link to be declaredwn. Therefore, theventsvalue defined in this command must be
greater than the threshold value defined irftlui@e-relay Imi-n392dcecommand.

Example

In the following example, the LMI monitored events count is set to 3. The router acts as a Frame
Relay DCE or NNI switch.

interface serial 0
frame-relay intf-type DCE
frame-relay Imi-n393dce 3

Related Command
frame-relay Imi-n392dce
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frame-relay Imi-n393dte

To set the monitored event count on a DTE or NNI interface, udeathe-relay Imi-n393dte
interface configuration command. To remove the current setting, use then of this command.

frame-relay Imi-n393dte events
no frame-relay Imi-n393dteevents

Syntax Description

events Monitored events count value. Acceptable value is a positive integer in the
range 1 through 10. Default is 4 events.

Default
4 events

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Example
In the following example, the LMI monitored events count is set to 3. The router acts as a Frame
Relay DTE or NNI switch.

interface serial 0
frame-relay intf-type DTE
frame-relay Imi-n393dte 3
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frame-relay Imi-t392dce

To set the polling verification timer on a DCE or NNI interface, uséréime-relay Imi-t392dce
interface configuration command. To remove the current setting, usge fibien of this command.

frame-relay Imi-t392dceseconds
no frame-relay Imi-t392dceseconds

Syntax Description

seconds Polling verification timer value, in seconds. Acceptable value is a positive
integer in the range 5 through 30. Default is 15 seconds.

Default
15 seconds

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

The value for the timer must be greater than the DTE or NNI keepalive timer.

Example

The following example indicates a polling verification timer on a DCE or NNI interface set to
20 seconds:

interface serial 3
frame-relay intf-type DCE
frame-relay Imi-t392dce 20

Related Command
keepalive
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frame-relay Imi-type

To select the Local Management Interface (LMI) type, usérémee-relay Imi-type interface
configuration command. To return to the default LMI type, usedferm of this command.

frame-relay Imi-type {ansi| cisco| 933
no frame-relay Imi-type {ansi|q933g

Syntax Description

ansi Annex D defined by American National Standards Institute (ANSI)
standard T1.617.

cisco LMI type defined jointly by Cisco and three other companies.

q933a ITU-T Q.933 Annex A.

Note The International Telecommunication Union Telecommunication Standardization Sector
(ITU-T) carries out the functions of the former Consul&atCommittee for Internationaklegraph
and Telephone (CCITT).

Default
LMI autosense is active and determines the LMI type by communicating with the switch.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

Cisco’s implementation of Frame Relay supports three LMI types: Cisco, ANSI Annex D, and
ITU-T Q.933 Annex A.

The LMI type is set on a pémterface basis and is slva in the output of thehow interfacesEXEC
command.

If you want to deactiate LMI autosense, use this command anéi¢lepalivecommand to configure
the LMI. For more information about LMI autosense and configuring the LMI, see the “Configuring
Frame Relay” chapter in tiW¥ide-Area Networking Configuration Guide

Example

The following is an &ample of the commands you might enter to configure anaicefbor the ANSI
Annex D LMI type:

interface Seriall
encapsulation frame-relay
frame-relay Imi-type ansi
keepalive 15
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frame-relay local-dIci

To set the source DLCI for use when the LMI is not supported, usemthe-relay local-dlci
interface configuration command. To remove the DLCI humber, usettoem of this command.

frame-relay local-dlci number
no frame-relay local-dlci

Syntax Description

number Local (source) DLCI number to be used.

Default
No source DLCI is set.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

If LMI is supported and the multicast information element is present, thermetener sets its local
DLCI based on information provided via the LMI.

Note Theframe-relay local-dlcicommand is pnaded mainly to allav testing of the Frame Relay
encapsulation in a setting where two servers are connected back-to-back. This command is not
required in a live Frame Relay network.

Example
The following example specifies 100 as the local DLCI:

interface serial 4
frame-relay local-dici 100

IV-180 Wide-Area Networking Command Reference



frame-relay map

frame-relay map

To define the mapping between a destination protocol address and the DLCI used to connect to the
destination address, use freeme-relay map interface configuration command. Use tizeform of
this command to delete the map entry.

frame-relay map protocol protocol-address di¢broadcasi [ietf | cisco| payload-compress

packet-by-packei

no frame-relay map protocol protocol-address

Syntax Description

protocol

protocol-address

dici

broadcast

ietf

cisco

payload-compress
packet-by-packet

Default

No mapping is defined.

Command Mode
Interface configuration

Usage Guidelines

Supported protocol, bridging, or logical link control keywords:
appletalk, decnet dlisw, ip, ipx, llc2, rsrb, vinesandxns.

Destination protocol address.

DLCI number used to connect to the specified protocol address on
the interface.

(Optional) Forwards broadcasts to this address when multicast is
not enabled (see ti|mme-relay multicast-dici command for

more information about multicasts). This keyword also simplifies
the configuration of OSPF (see the “Usage Guidelines” section for
more detail).

(Optional) IETF form of Frame Relay encapsulation. Use when
the router or access server is connected to another vendor's
equipment across a Frame Relay network.

(Optional) Cisco encapsulation method.

(Optional) Packet-by-packet payload compression, using the
Stacker method.

This command first appeared in Cisco 10S Release 10.0.

There can be many DLCIs known by a router or access server that can send data to many different
places, but theare all multipl&ed ower one plsical link. The Frame Relay map tells the Cisco I0S
software how to get from a specific protocol and address pair to the correct DLCI.

Frame Relay Commands 1V-181



frame-relay map

The optionaletf andciscokeywords allow flexibility in the configuration. If no keywords are
specified in the configuration, the map inherits the atie#set with thencapsulation frame-elay
command. ¥u can also use the encapsulation options to specify thaxafimpte, all interfices use

IETF encapsulationxeept one, which needs the original Cisco encapsulation method, and it can be
defined through use of tleesscokeyword with theframe-relay map command.

Payload compression is Cisco-proprietary and will not interoperate with routers of other
manufacturers.

You can disable payload compression by enteringdhfeame-relay map payloadcommand and
then entering thtame-relay map command agin with one of the other encapsulatieywords:
ciscoor ietf.

Use theframe-relay map command to enable or disable payload compression on multipoint
interfaces. Use thieame-relay payload-compress packet-by-packetommand to enable or
disable payload compression on point-to-point interfaces.

Thebroadcastkeyword provides two functions: It forwards broadcasts when multicasting is not
enabled, and it simplifies the configuration of OSPF for nonbroadcasirketithiat will use Frame
Relay.

Thebroadcastkeyword might also be required for some routing protocols—for example,
AppleTalk—that depend on regular routing table updates, especially when the router at the remote
end is waiting for a routing update packet to arrive before adding the route.

By requiring selection of a designated rop@8PF treats a nonbroadcast, multiaccessanktsuch

as Frame Relay in much the same way as it treats a broadcast network. In previous releases, this
required manual assignment in the OSPF configuration usimgeitlebor interface router

command. When thieame-relay map command is included in the configuration with the

broadcast, andthe ip ospf network command (with thbroadcastkeyword) is configured, there is

no need to configure any neighbors manually. OSPF will now automatically run over the Frame
Relay network as a broadcast network. (Refer taptlospf network interface command for more
detail.)

Note The OSPF broadcast mechanism assumes that IP class D addresses aseddor rgular
traffic over Frame Relay.

Example
The following example maps the destination IP address 131.108.123.1 to DLCI 100:

interface serial 0
frame-relay map IP 131.108.123.1 100 broadcast

OSPF will use DLCI 100 to broadcast updates.

Related Command
frame-relay payload-compress packet-by-packet
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frame-relay map bridge
To specify that broadcasts are to be forwarded during bridging, ubarnterelay map bridge
interface configuration command. Use tizeform of this command to delete the map entry.

frame-relay map bridge dici [broadcasf [ietf]
no frame-relay map bridgedici

Syntax Description

dici DLCI number to be used for bridging on the specified interface or
subinterface.

broadcast (Optional) Broadcasts are forwarded when multicast is not enabled.

ietf (Optional) IETF form of Frame Relay encapsulation. Use when the router
or access seev is connected to anotheendor's equipment across a Frame
Relay network.

Default
No broadcasts are forwarded.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Examples
The following example uses DLCI 144 for bridging:

interface serial 0
frame-relay map bridge 144 broadcast

The following &ample sets up separate point-to-point limnksr@ subintedce and runs transparent
bridging over it:

interface serial 0

bridge-group 1

encapsulation frame-relay

interface serial 0.1

bridge-group 1

frame-relay map bridge 42 broadcast
interface serial 0.2

bridge-group 1

frame-relay map bridge 64 broadcast
interface serial 0.3

bridge-group 1

frame-relay map bridge 73 broadcast

DLCI 42 is used as the link; see the section “Frame Relay Configuration Exampleshid¢hArea
Networking Configuration Guidi®r more examples of subinterfaces.
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frame-relay map clns

To forward broadcasts when ISO CLNS is used for routing, udeaitme-relay map clnsinterface
configuration command. Use the form of this interbce configuration command to delete the map
entry.

frame-relay map cInsdici [broadcasi
no frame-relay map clnsdici

Syntax Description

dici DLCI number to which CLNS broadcasts are forwarded on the specified
interface.

broadcast (Optional) Broadcasts are forwarded when multicast is not enabled.

Default

No broadcasts are forwarded.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

Example
The following example uses DLCI 125 for ISO CLNS routing:

interface serial 0
frame-relay map clns 125 broadcast
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frame-relay map ip tcp header-compression

To assign header compression characteristics to an IP map that differ from the compression
characteristics of the interde with which the IP map is associated, uséréime-relay map ip tcp
header-compressiorinterface configuration command. To remove the IP map, usettoem of
this command.

frame-relay map ip ip-address dic[broadcas{ [cisco|ietf] [nocompres$
tcp header-compressior active | passivé
no frame-relay map ipip-address dici

Syntax Description

ip-address IP address.

dlci DLCI number.

broadcast (Optional) Forwards broadcasts to the specified IP address.

cisco (Optional) Uses Cisco’s proprietary encapsulation. This is the
default.

ietf (Optional) Uses RFC 1490 encapsulation. No TCP/IP header

compression is done if IETF encapsulation is chosen for the IP
map or the associated interface.

nocompress (Optional) Disables TCP/IP header compression for this map.
active Compresses the header of every outgoing TCP/IP packet.
passive Compresses the header of an outgoing TCP/IP packet only if an

incoming TCP/IP packet had a compressed header.

Default
The default encapsulationdssca

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

To disable TCP/IP header compression on the IP map, usec¢bmpressform of the command.

IP maps inherit the compression characteristics of the associated interface unless this command is
used to provide diérent characteristics. This command can also reconfigure an IP mayistest e
before TCP header compression was configured on the associated interface.

When IP maps at both ends of a connection inherit passive compression, the connection will never
transfer compressed traffic because neither side will generate a packet with a compressed header.

If you change the encapsulation characteristics of the interface to IETF, you lose the TCP header
compression configuration of the associated IP map.
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The commandrame-relay map ip ip-address dicicp header-compression activean also be
entered aframe-relay map ip ip-address dicactive tcp header-compression

Example

The folloving example illustrates a command sequence configuring an IP map associated with serial
interface 1 to enable active TCP/IP header compression:

interface serial 1

encapsulation frame-relay

ip address 131.108.177.170 255.255.255.0

frame-relay map ip 131.108.177.180 190 cisco tcp header-compression active

Related Command
frame-relay ip tcp header-compression
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frame-relay mincir

To specify the minimum acceptable incoming or outgoing committed information rate (CIR) for a
Frame Relay virtual circuit, use tframe-relay mincir map-class configuration command.réset
the minimum acceptable CIR to the default, usenthéorm of this command.

frame-relay mincir {in |out} bps

Syntax Description

in |out Incoming or outgoing.

bps Committed information rate, in bits per second. Default is
56000 bps.

Default

56000 bps

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

Rate values greater than 2048 must be entered with trailing zeros. For example, 2048000 and
5120000.

The network uses thaincir value when allocating resources for the SVC. Ifrttiecir value
cannot be supported, the call is cleared.

Example

The following example defines the peak and average traffic rate, the minimum CIR, and the idle
timer for thefast_vcamap class and applies thosgues to DLCI 100, which is associated with that
map class:

interface serial 0
frame-relay interface-dlci 100
class fast_vc

map-class frame-relay fast_vc
frame-relay traffic-rate 56000 128000
frame-relay idle-timer 30
frame-relay mincir out 48000

Related Command
map-class frame-relay
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frame-relay multicast-dici

Use thdrame-relay multicast-dici interface configuration command to define the DLCI to be used
for multicasts. Use theo form of this command to remove the multicast group.

frame-relay multicast-dici number
no frame-relay multicast-dici

Syntax Description
number Multicast DLCI.

Default
No DLCI is defined.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Use this command when the multicastifity is not supported. Netwk transmissions (paeks) sent
to a multicast DLCI are delivered to all network sgsvdefined as members of the multicast group.

Note Theframe-relay multicast-dici command is provided mainly to allow testing of the Frame
Relay encapsulation in a setting where two servers are connected back-to-back. This command is
not required in a live Frame Relay network.

Example
The following example specifies 1022 as the multicast DLCI:

interface serial 0
frame-relay multicast-dici 1022
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frame-relay payload-compress packet-by-packet

To enable Stacker payload compression on a specified point-to-point interface or subinterface, use
theframe-relay payload-compress packet-by-packednterface configuration command. To

disable payload compression on a specified point-to-pointactedr subintegice, use theo form

of this command.

frame-relay payload-compress packet-by-packet
no frame-relay payload-compress packet-by-packet

Syntax Description
This command has no keywords or arguments.

Default
Disabled

Command Mode
Interface configuration

Usage Guidelines

Theframe-relay payload-comprescommand first appeared in Cisco 10S Release 11.0.
Theframe-relay payload-compress packet-by-packetommand first appeared in Cisco 10S
Release 11.2.

Use thdrame-relay payload-compress packet-by-packetommand to enable or disable payload
compression on a point-to-point interface or subinterface. Udeathe-relay map command to
enable or disable payload compression on a multipoint interface or subinterface.

Related Command
frame-relay map
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frame-relay priority-dici-group

To enable multiple parallel DLCIs for different types of Frame Relay traffic, associate specified
DLCls with the same group, and define their levels, us&dhge-relay priority-dici-group
subinterface configuration command.

frame-relay priority-dici-group group-number high-dici medium-dici normal-dici low-dIci

Syntax Description

group-number Specific group number.

high-dici DLCI that is to have highest level.
medium-dici DLCI that is to have medium level.
normal-dIci DLCI that is to have normal level.
low-dlci DLCI that is to have lowest level.
Default

Disabled

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.0.

This command applies at the subinterface level.
Levels in descending order are high, medium, normal, and low.

This command defines different DLCIs for different categories of traffic. It does not itself define
priority queueing but can be used in association with it.

A global priority list must be defined before this command is used. In addition, the DLCIs mentioned
in this command must be defined before this command is used.

If you do not eplicitly specify a DLCI for each of thevels, the last DLCI specified in the command
line is used as thealue of the remaining guments. Forneample, the follaving two commands are
equivalent:

frame-relay priority-dici-group 1 40 50
frame-relay priority-dici-group 1 40 50 50 50

When you configurérame-relay map commands or use Inverse ARP, the high-level DLCI is the
only one that is mapped. If you enter one of the commands inadngpée, you configure DLCI0,
but not DLCI 50, in drame-relay map command.

Related Commands
A dagger (1) indicates that the command is documented outside this chapter.
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frame-relay map
priority-list T
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frame-relay priority-group

To assign a priority queue to virtual circuits associated with a map class, frsarteeelay
priority-group map-class configuration command.rémawe the specified queuing from the virtual
circuit and cause it to revert to the default first-come-first-served queuing, useftiie of this
command.

frame-relay priority-group list-number
no frame-relay priority-group list-number

Syntax Description

list-number Priority-list number to be associated with the specified map class.

Default
If this command is not entered, the default is first-come-first-served queuing.

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Definition of the priority queue ta&ls place in thexésting manner (througpriority-list commands).

Because only one form of queuing can be associated with a particular map class, subsequent
definitions overwrite previous ones.

Example
The following example configures a map class for a specified DLCI, specifies a priority list for the
map class, and then defines the priority list:

interface serial 0

encapsulation frame-relay

frame-relay interface-dlci 100
class pri_vc

map-class frame-relay pri_vc
frame-relay priority-group 1

priority-list 1 protocol ip high

Related Commands

A dagger (T) indicates that the command is documented outside this chapter.
class (virtual circuit configuration)

frame-relay interface-dici

map-class frame-relay
priority-list T
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frame-relay route

Use theframe-relay route interface configuration command to specify the static route for PVC
switching. Use thao form of this command to remove a static route.

frame-relay route in-dlci out-interface out-dIci
no frame-relay route in-dici out-interface out-dici

Syntax Description

in-dlci DLCI on which the packet is received on the interface.
out-interface Interface that the router or access server uses to transmit the packet.
out-dlci DLCI that the router or access server uses to transmit the packet over the

specifiedout-interface

Default
No static route is specified.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Examples

The following example configures a static route that allows packets in DLCI 100 and transmits
packets out over DLCI 200 on interface serial 2:

frame-relay route 100 interface Serial2 200

The following example illustrates the commands you enter for a complete configuration that
includes two static routes for PVC switching between interface serial 1 and interface serial 2:

interface Seriall

no ip address

encapsulation frame-relay

keepalive 15

frame-relay Imi-type ansi

frame-relay intf-type dce

frame-relay route 100 interface Serial2 200
frame-relay route 101 interface Serial2 201
clockrate 2000000
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frame-relay svc

To enable Frame Relay SVC operation on the specifiedanterfise thigeame-relay svcinterface
configuration commandoldisable SVC operation on the specified irtegf use theo form of this
command

frame-relay svc
no frame-relay svc

Syntax Description
This command has no keywords and arguments.

Default
Disabled

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

SVC operation can be enabled at the iatzflevel onlyOnce it is enabled at the intack level, it
is enabled on all subinterfaces on the interface. One signaling channel, DLCI 0, is set up for the
interface, and all SVCs are controlled from the physical interface.

The first use of this command on the router starts all SVC-related processes on thi tloaytere
already up and running because SVCs are enabled on anothecmtad additional action is &tk
These processes are not removed once they are created.

Example

The following example enables Frame Relay SVC operation on serial interface 0 and starts
SVC-related processes on the router:

interface serial 0

ip address 172.68.3.5 255.255.255.0
encapsulation frame-relay
frame-relay Imi-type q933a
frame-relay svc

Related Commands
A dagger (1) indicates that the command is documented outside this chapter.

interface serial"

ip address'

encapsulation frame-relay
frame-relay Imi-type
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frame-relay switching

Use thdrame-relay switchingglobal configuration command to enable PVC switching on a Frame
Relay DCE or an NNI. Use the form of this command to disable switching.

frame-relay switching
no frame-relay switching

Syntax Description
This command has no arguments or keywords.

Default
Disabled

Command Mode
Global configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

You must add this command to the configuration file before configuring the routes.

Example

The following example shows the simple command that is entered in the configuration file before
the Frame Relay configuration commands to enable switching:

frame-relay switching
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frame-relay traffic-rate

To configure all the traffic shaping characteristics of a virtual circuit in a single command, use the
frame-relay traffic-rate map-class configuration command.rémae the specified trat shaping
from the map class, use the form of this command.

frame-relay traffic-rate averagepeal
no frame-relay traffic-rate average{peal

Syntax Description

average Average rate, in bits per second; equivalent to specifying the
contracted CIR.

peak (Optional) Peak rate, in bits per second; equivalent to
CIR + Be/Tc = CIR (1 + Be/Bc) = CIR + EIR.

Default

If the peak rate is omitted, the default value used is the line rate, which is derived from the
bandwidth command.

Command Mode
Map-class configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

For SVCs, the configurgoieakandaveragerates are converted to the equivalent CIR, excess burst
size Be), and committed burst sizBg) values for use by SVC signaling.

This command lets you configure all thefiaghaping characteristics of a virtual circuit in a single
command. Using it is simpler than the alternative of entering the three subconfraarelselay
cir out, frame-relay be outandframe-relay bc out, but offers slightly less flexibility.

Example
The following &ample associates a map class with specified DLCI and then setli aataffor the
map-class (and thus for the DLCI):

interface serial 0
frame-relay interface-dlci 100
class fast_vc

map-class frame-relay fast_vc
frame-relay traffic-rate 56000 128000

Related Commands

frame-relay bc out
frame-relay be out
frame-relay cir out
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frame-relay traffic-shaping

To enable both traffic shaping and per-virtual circuit queuing for all PVCs and SVCs on a Frame
Relay interface, use ttiemme-relay traffic-shaping interface configuration command. To disable
traffic shaping and per-virtual circuit queuing, usertbéorm of this command.

frame-relay traffic-shaping
no frame-relay traffic-shaping

Syntax Description
This command has no keywords and arguments.

Default
Disabled

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

For virtual circuits for which no specific tfaf shaping or queuing parameters are specified, a set of
default values are used. The default queuing is performed on a first-come-first-served basis.

Example
The following example enables both traffic shaping and per-virtual circuit queuing:

frame-relay traffic-shaping

Related Commands

frame-relay class

frame-relay custom-queue-list
frame-relay priority-group
frame-relay traffic-rate
map-class frame-relay
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keepalive

To enable the Local Management Interface (LMI) mechanism for serial lines using Frame Relay
encapsulation, use theepaliveinterface configuration command. Use tioeform of this
command to disable this capability.

keepalivenumber
no keepalive

Syntax Description

number Number of seconds that defines tieealive interal. The interal must be
set as a positive integer that is less than the interval set on the switch; see
theframe-relay Imi-t392dcecommand description. Default is 10 seconds.

Default
10 seconds

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Thekeepalivecommand enables the keepalive sequence, which is part of the Local Management
Interface (LMI) protocol.

Note When booting from a netwvk sener over Frame Relgyou might need to disableé&palives.

Example

The follonving example sets thedepalive timer on the seer for a period that is twor three seconds
faster (shorter interval) than the interval set on the keepalive timer of the Frame Relay switch. The
difference in keepalive intervals ensures proper synchronization between the Cisco server and the
Frame Relay switch.

interface serial 3
keepalive 8

Related Command
frame-relay Imi-t392dce
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map-class frame-relay

To specify a map class to define quality of service (QOS) values for an SVC, usaptiotass
frame-relay global configuration command.

map-class frame-relaymap-class-name

Syntax Description

frame-relay Keyword specifying the type of map class.
map-class-name Name of this map class.
Default

Disabled. No default name is defined.

Command Mode
Global configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

After you specify the named map class, you can specify the QOS parameters—such as incoming and
outgoing CIR, committed burst rate, excess burst rate, and the idle timer—for the map class.

To specify the protocol-and-address combination to which the QOS parameters are to be applied,
associate this map class with the static maps under a map list.

Example

The following &kample specifies a map class caleavaii and defines three QOS parameters for it.
Thehawaii map class is associated with a protocol-and-address static map defined under the
map-list command.

map-list bermuda source-addr E164 123456 dest-addr E164 654321
ip 131.108.177.100 class hawaii
appletalk 1000.2 class hawaii

map-class frame-relay hawaii
frame-relay cir in 2000000
frame-relay cir out 56000
frame-relay be out 9000

Related Commands
frame-relay bc
frame-relay be
frame-relay cir
frame-relay idle-timer

Frame Relay Commands 1V-199



map-group

map-group

To associate a map list with a specific interface, use#pegroup interface configuration
command.

map-group group-name

Syntax Description

group-name Name used in map-list command.

Default
Disabled. No map group name is defined.

Command Mode
Interface configuration

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

A map-group association with an int&e€ is required for SVC operation. In addition, a map list must
be configured.

Themap-group command applies to the interface or subinterface on which it is configured. The
associated E.164 or X.121 address is defined bhy#pelist command, and the associated protocol
addresses are defined by usingdlasscommand under th@ap-list command.

Example

The folloving example configures a phical interfice, applies a map group to thggbal interfice,
and then defines the map group:

interface serial 0

ip address 172.10.8.6
encapsulation frame-relay
map-group bermuda
frame-relay Imi-type q933a
frame-relay svc

map-list bermuda source-addr E164 123456 dest-addr E164 654321
ip 131.108.177.100 class hawaii
appletalk 1000.2 class rainbow

Related Commands

class (map-list configuration)
map-list
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map-list

To specify a map group and link it to a local E.164 or X.121 source address and a remote E.164 or
X.121 destination address for Frame Relay SVCs, usadfpelist global configuration command.
To delete a previous map-group link, usertbdorm of this command.

map-list map-group-nameource-addr{el164|x121} source-addresdest-addr{el64|x121}
destination-address

no map-listmap-group-nameource-addr{e164|x121} source-addresdest-addr
{el64|x121} destination-address

Syntax Description

map-group-name Name of the map group. This map group must be associated
with a physical interface.

source-addr{el64|x121} Type of source address.

source-address Address of the type specified (E.164 or X.121).
dest-addr{el64|x121} Type of destination address.
destination-address Address of the type specified (E.164 or X.121).
Default

Disabled. No default list name and no default address type are defined.

Command Mode
Global configuration

Usage Guidelines
This command first appeared in Cisco I0S Release 11.2.

Use themap-classcommand and its subcommands to define quality of service (QOS)
parameters—such as incoming and outgoing CIR, committed burst rate, excess burst rate, and the
idle timer—for the static maps defined under a map list.

Each SVC needs to use a source and destination number, in much the same way that a public
telephone neterk needs to use source and destination numbers. These numbethaletwork

to route calls from a specific source to a specific destination. This specification is done through map
lists.

Based on switch configuration, addressing can take either of two forms: E.164 or X.121.

An X.121 number is 14 digits long and has the following form:
Z CC P NNNNNNNNNN

Table 17 describes the codes in an X.121 number form.
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Table 17 X.121 Numbers

Code Meaning Value

z Zone code 3 for North America

C Country code 10-16 for the United States

P Public data network (PDN) code Provided by the PDN

N 10-digit number Set by the network for the specific destination

An E.164 number has atable length; the maximum length is 15 digits. An E.164 number has the

fields shown in Figure 2 and described in Table 18.

Figure 2 E.164 Address Format

National .
L Subscriber ISDN
CountryCode Destination Number Subaddress |8
Code g
Table 18 E.164 Address Field Descriptions
Field Description
Country Code Can be 1, 2, or 3 digits long. Some curraaltes are

the following:

* Code 1—United States of America
e Code 44—United Kingdom

* Code 61—Australia

National Destination Code + Subscriber Number

Referred to as the National ISDN number; the
maximum length is 12, 13, or 14 based on the
country code.

ISDN Subaddress

Identifies one of many devices at the termination
point. An ISDN subaddress is similar to atemsion
on a PBX.

Example

In the following SVC gample, if IP or Appledlk triggers the call, the SVC is set up with the QOS

parameters defined within the cl&ssvaii. An SVC triggered by either protocol results it&VC

maps, one for IP and one for AppleTalk. Two maps are set up because these protocol-and-address

combinations are heading for the same destination, as defineddsstreddr keyword and the

values following it in themap-list command.

map-list bermuda source-addr E164 123456 dest-addr E164 654321

ip 131.108.177.100 class hawaii
appletalk 1000.2 class hawaii

Related Commands

class (map-list configuration)
map-class frame-relay
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show frame-relay ip tcp header-compression

To display statistics and TCP/IP header compression information for the interface, slsmithe
frame-relay ip tcp header-compressiorEXEC command.

show frame-relay ip tcp header-compression

Syntax Description
This command has no arguments or keywords.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco I0S Release 10.3.

Sample Display
The following is sample output from thehow frame-relay ip tcp header-compressiomommand:

DLCI 200 Link/Destination info: ip 131.108.177.200

Interface SerialO:

Rcvd: 40 total, 36 compressed, O errors
0 dropped, 0 buffer copies, 0 buffer failures

Sent: 0 total, 0 compressed
0 bytes saved, 0 bytes sent

Connect: 16 rx slots, 16 tx slots, 0 long searches, 0 misses, 0% hit ratio
Five minute miss rate 0 misses/sec, 0 max misses/sec

Table 19 describes the fields shown in the display.

Table 19 Show Frame-Relay IP TCP Header-Compression Field Descriptions

Field Description

Revd

total Sum of compressed and uncompressed packets received.

compressed Number of compressed packets received.

errors Number of errors caused by errors in the header fields
(version, total length, or IP checksum).

dropped Number of packets discarded. Seen only after line errors.

buffer copies Number of times that a new buffer was needed to put the
uncompressed packet in.

buffer failures Number of times that a new buffer was needed but was not
obtained.

Sent

total Sum of compressed and uncompressed packets sent.

compressed Number of compressed packets sent.

bytes saved Number of bytes reduced because of the compression.
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Table 19 Show Frame-Relay IP TCP Header-Compression Field Descriptions (Continued)

Field Description

bytes sent Actual number of bytes transmitted.
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Table 19 Show Frame-Relay IP TCP Header-Compression Field Descriptions (Continued)

Field

Description

Connect

rx slots, tx slots

Number of states alileed oer one TCP connection. A state is
recognized by a source address, a destination address, and an
IP header length.

long searches

Number of times that the connection ID in the incoming
packet was not the same as the previous one that was
processed.

misses Number of times that a matching entry was not found within
the connection table and a new entry had to be entered.
hit ratio Percentage of times that a matching entry was found in the

compression tables and the header was compressed.

Five minute miss rate

Miss rate computed over the most recent 5 minutes and the
maximum per-second miss rate during that period.
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show frame-relay lapf

To display information about the status of the internals of Frame Relay Layer 2 (LAPF) if SVCs are
configured, use thehow frame-relay lapfEXEC command.

show frame-relay lapf

Syntax Description
This command has no keywords and arguments.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Sample Display
The following is sample output from tiseow frame-relay lapfcommand.

raven# show frame-relay lapf

Interface = Seriall (up), LAPF state = TEI_ASSIGNED (down)
SVC disabled, link down cause = LMI down, #link-reset =0
T200 = 1.5 sec., T203 =30 sec., N200 =3, k=7, N201 = 260
Ixmt=0,lrcv=0, | reXmt=0, | queued =0

| xmt dropped =0, | rcv dropped =0, Rcv pak dropped =0
RR xmt=0, RRrcv=0, RNRxmt=0, RNRrcv=0

REJ xmt=0, REJrcv =0, FRMR xmt=0, FRMRrcv=0

DM xmt =0, DM rcv =0, DISC xmt=0, DISCrcv=0
SABME xmt =0, SABME rcv =0, UAxmt=0, UArcv=0
V(S)=0, V(A) =0, V(R)=0, N(S)=0, N(R)=0

Xmt FRMR at Frame Reject

Table 20 describes significant fields in this output.

Table 20 Show Frame-Relay Lapf Field Descriptions

Field Description

Interface = Identifies the interface and indicates the line status (up, down,
administratively down)

LAPF state = A LAPF state of MULTIPLE FRAME ESTABLISHED or

RIMER_RECOVERY indicates that Layer 2 is functional. Others,
including TEI_ASSIGNED, AWAITING_ESTABLISHMENT, and
AWAITING_RELEASE indicate that Layer 2 is not functional.

SVC disabled Indicates whether SCVs are enabled or disabled.

link down cause = Indicates the reason that the link is down. For example, N200 error,
memory out, peer disconnect, LMI down, line down, and SVC disabled.
Many other causes are described in the Q.922 specification.

#link-reset = Number of times the Layer 2 link has been reset.
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Table 20 Show Frame-Relay Lapf Field Descriptions (Continued)

Field Description

T200 =, T203 =, N200 =, k=, Values of Layer 2 parameters.

N201 =

Ixmt=,lrcv=,IreXmt=, Number of | frames transmitted, received, retransmitted, and queued for

| queued = transmission, respectively.

| xmt dropped = Number of transmitted | frames that were dropped.

I rcv dropped = Number of | frames received over DLCI 0 that were dropped.

Rcv pak dropped = Number of received packets that were dropped.

RR xmt=, RRrcv = Number of RR frames transmitted; number of RR frames received.

RNR xmt =, RNR rcv = Number of RNR frames transmitted; number of RNR frames received.

REJ xmt =, REJ rcv = Number of REJ frames transmitted; number of REJ frames received.

FRMR xmt =, FRMR rcv = Number of FRMR frames transmitted; number of FRMR frames
received.

DM xmt =, DM rcv = Number of DM frames transmitted; number of DM frames received.

DISC xmt =, DISC rcv = Number of DISC frames transmitted; number of DISC frames received.

SABME xmt =, SABME rcv = Number of SABME frames transmitted; number of SABME frames
received.

UAxmt=, UArcv = Number of UA frames transmitted; number of UA frames received.

V(S)=0, V(A)=0, V(R)=0, Layer 2 sequence numbers.
N(S)=0, N(R)=0

Xmt FRMR at Frame Reject Indicates whether the FRMR frame is transmitted at Frame Reject.
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show frame-relay Imi

To display statistics about the Local Management Interface (LMI), ushtve frame-relay Imi
EXEC command.

show frame-relay Imi[type numbdr

Syntax Description

type (Optional) Interface type; it must be serial.

number (Optional) Interface number.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Enter the command without arguments to obtain statistics about all Frame Relay interfaces.

Sample Displays
The following is sample output from tisbow frame-relay Imi command when the interface is a
DTE:

Router# show frame-relay Imi

LMI Statistics for interface Seriall (Frame Relay DTE) LMI TYPE = ANSI

Invalid Unnumbered info O Invalid Prot Disc O
Invalid dummy Call Ref 0 Invalid Msg Type 0
Invalid Status Message 0 Invalid Lock Shift 0
Invalid Information ID O Invalid Report IE Len 0
Invalid Report Request 0 Invalid Keep IE Len 0
Num Status Eng. Sent 9 Num Status msgs Rcvd 0
Num Update Status Rcvd 0 Num Status Timeouts 9

The following is sample output from tisbow frame-relay Imicommand when the interface is an
NNI:

Router# show frame-relay Imi

LMI Statistics for interface Serial3 (Frame Relay NNI) LMI TYPE = CISCO

Invalid Unnumbered info O Invalid Prot Disc O

Invalid dummy Call Ref O Invalid Msg Type 0

Invalid Status Message 0 Invalid Lock Shift 0

Invalid Information ID O Invalid Report IE Len 0
Invalid Report Request 0 Invalid Keep IE Len 0

Num Status Eng. Revd 11 Num Status msgs Sent 11
Num Update Status Rcvd 0 Num St Eng. Timeouts 0
Num Status Eng. Sent 10 Num Status msgs Rcvd 10
Num Update Status Sent 0 Num Status Timeouts 0

Table 21 describes significant fields shown in the output.

IV-208 Wide-Area Networking Command Reference



show frame-relay Imi

Table 21 Show Frame-Relay LMI Field Descriptions

Field Description

LMI TYPE = Signaling or LMI specification: CISCO, ANSI, or ITU-T.

Invalid Unnumbered info Number of received LMI messages with invalid unnumbered information
field.

Invalid Prot Disc Number of received LMI messages with invalid protocol discriminator.

Invalid dummy Call Ref Number of received LMI messages with invalid dummy call references.

Invalid Msg Type Number of received LMI messages with invalid message type.

Invalid Status Message Number of received LMI messages with invalid status message.

Invalid Lock Shift Number of received LMI messages with invalid lock shift type.

Invalid Information ID Number of received LMI messages with invalid information identifier.

Invalid Report IE Len Number of received LMI messages with invalid Report IE Length.

Invalid Report Request Number of received LMI messages with invalid Report Request.

Invalid Keep IE Len Number of received LMI messages with invalid Keep IE Length.

Num Status Eng. Revd Number of LMI status inquiry messages received.

Num Status msgs Sent Number of LMI status messages sent.

Num Status Update Sent Number of LMI update status messages sent.

Num Status Eng. Sent Number of LMI status inquiry messages sent.

Num Status msgs Received Number of LMI status messages received.

Num Status Update Rcvd Number of LMI asynchronous update status messages received.
Num Status Timeouts Number of times the status message was not received within the keepalive
timer.

Num Status Enqg. Timeouts Number of times the status enquiry messagg mot receied within the T392
DCE timer.
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show frame-relay map

To display the current map entries and information about the connections, stsantfimme-relay
map EXEC command.

show frame-relay map

Syntax Description
This command has no arguments or keywords.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Sample Display
The following is sample output from tisow frame-relay mapcommand:

Router# show frame-relay map

Serial 1 (administratively down): ip 131.108.177.177
dlci 177 (0xB1,0x2C10), static,

broadcast,

CISCO
TCP/IP Header Compression (inherited), passive (inherited)

Table 22 describes significant fields shown in the display.

Table 22 Show Frame-Relay Map Field Descriptions

Field Description

Serial 1 (administratively down) Identifies a Frame Relay interface and its status (up or
down).

ip 131.108.177.177 Destination IP address.

dici 177 (0xB1,0x2C10) DLCI that identifies the logical connection being used

to reach this interface. This value is displayed in three
ways: its decimal value (177), its hexadecimal value
(0xB1), and its value as it would appear on the wire

(0x2C10).
static Indicates whether this is a static or dynamic entry.
CISCO Indicates the encapsulation type for this map; either
CISCO or IETF.
TCP/IP Header Compression (inherited), passivelndicates whether the TCP/IP header compression
(inherited) characteristics were inherited from the irted or were

explicitly configured for the IP map.
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Related Command
show frame-relay pvc
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show frame-relay pvc

To display statistics about PVCs for Frame Relay iater$, use th&how frame-relay pvcEXEC
command.

show frame-relay pvc[type numbefdici]]

Syntax Description

type (Optional) Interface type.
number (Optional) Interface number.
dlci (Optional) One of the specific DLCI numbers used on the interface.

Statistics for the specified PVC display when a DLCI is also specified.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.
To obtain statistics about PVCs on all Frame Relay mtes, use this command with nganents.

When the intedce is configured as a DCE and the DLCI usage is SWITCHEDalhe displayed

in the PVC STATUS field is determined by the status of outgoing interfaces (up or down) and the
status of the outgoing PVC. The status of the outgoing PVC is updated in the Local Management
Interface (LMI) message exchange. PVCs terminated on a DCE interface use the status of the
interface to set the PVC STATUS.

If the outgoing interdce is a tunnel, the PVC status is determined by what is learned from the tunnel.

If an LMI status report indicates that a PVC is not active, then it is marked as inactive. A PVC is
marked as deleted if it is not listed in a periodic LMI status message.

In the case of ayfbrid DTE switch, the PVC status on the DTE side is determined by the PVC status
reported by the external Frame Relay network through the LMI.

Congestion control mechanisms are currently not supported, but the switch passes forward explicit
congestion natification (FECN) bits, backward explicit congestion notification (BECN) bits, and
discard eligibility (DE) bits unchanged from entry to exit points in the network.

Sample Displays
The following is sample output from tlsbow frame-relay pvccommand:

Router#  show frame-relay pvc
PVC Statistics for interface Seriall (Frame Relay DCE)

DLCI =100, DLCI USAGE = SWITCHED, PVC STATUS = ACTIVE

input pkts 0 output pkts 0 in bytes 0

out bytes 0 dropped pkts 0 in FECN pkts 0

in BECN pkts O out FECN pkts 0 out BECN pkts 0
in DE pkts O out DE pkts O
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pvc create time 0:03:03 last time pvc status changed 0:03:03
Num Pkts Switched 0

DLCI =101, DLCI USAGE = SWITCHED, PVC STATUS = INACTIVE

input pkts 0 output pkts 0 in bytes 0

out bytes 0 dropped pkts 0 in FECN pkts 0

in BECN pkts O out FECN pkts 0 out BECN pkts 0
in DE pkts O out DE pkts 0

pvc create time 0:02:58 last time pvc status changed 0:02:58
Num Pkts Switched 0

DLCI =102, DLCI USAGE = SWITCHED, PVC STATUS = DELETED

input pkts 0 output pkts 0 in bytes 0

out bytes 0 dropped pkts O in FECN pkts O

in BECN pkts O out FECN pkts 0 out BECN pkts 0
in DE pkts O out DE pkts O

pvc create time 0:02:58 last time pvc status changed 0:02:58
Num Pkts Switched 0

The following is sample output from tiseow frame-relay pvccommand for multipoint
subinterfaces. The output displays both the subinterface number and the DLCI. This display is the
same whether the PVC is configured for static or dynamic addressing.

DLCI = 300, DLCI USAGE = LOCAL, PVC STATUS = ACTIVE, INTERFACE = Serial0.103

input pkts 10
out bytes 6034

output pkts 7
dropped pkts O
in BECN pkts 0 out FECN pkts 0

in DE pkts O out DE pkts 0
pvc create time 0:13:11 last time pvc status changed 0:11:46

in bytes 6222
in FECN pkts O
out BECN pkts 0

DLCI =400, DLCI USAGE = LOCAL, PVC STATUS = ACTIVE, INTERFACE = Serial0.104

input pkts 20
out bytes 5222

output pkts 8
dropped pkts 0
in BECN pkts 0 out FECN pkts 0

in DE pkts 0 out DE pkts O
pvc create time 0:03:57 last time pvc status changed 0:03:48

in bytes 5624
in FECN pkts 0
out BECN pkts 0

Table 23 describes the fields shown in the displays.

Table 23 Show Frame-Relay PVC Field Descriptions

Field Description

DLCI One of the data link connection identifier (DLCI) numbers for the PVC.

DLCI USAGE Lists SWITCHED when the router or access server is used as a switch, or
LOCAL when the router or access server is used as a DTE.

PVC STATUS Status of the PVC: ACTIVE, INACTIVE, or DELETED.

INTERFACE = Serial0.103

Specific subinterface associated with this DLCI.

input pkts

Number of packets received on this PVC.

output pkts

Number of packets sent on this PVC.

in bytes

Number of bytes received.

out bytes

Number of bytes sent.

dropped pkts

Number of packets dropped by the router or access server.

in FECN pkts

Number of packets received with the FECN bit set.
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Table 23 Show Frame-Relay PVC Field Descriptions (Continued)

Field Description

in BECN pkts

Number of packets received with the BECN bit set.

out FECN pkts

Number of packets sent with the FECN bit set.

out BECN pkts

Number of packets sent with the BECN bit set.

in DE pkts

Number of DE packets received.

out DE pkts

Number of DE packets sent.

pvc create time

Time the PVC was created.

last time pvc status changed

Time the PVC changed status (active to inactive).

Num Pkts Switched

Number of packets switched within the router or access server; this PVC is

the source PVC.

The following is output from thehow frame-relay pvccommand when tri€ shaping is in déct:

Router# show frame-relay pvc

PVC Statistics for interface Seriall (Frame Relay DTE)

DLCI = 100, DLCI USAGE = LOCAL, PVC STATUS = ACTIVE, INTERFACE = Seriall

input pkts 0 output pkts 0 in bytes 0

out bytes 0 dropped pkts 0 in FECN pkts 0

in BECN pkts O out FECN pkts 0 out BECN pkts 0
in DE pkts O out DE pkts O

CIR 9600 BC 8000 BE 1600

pvc create time 11:59:29, last time pvc status changed 11:59:29

List Queue Args
1 4 byte-count 100

Output queues: (queue #: size/max/drops)
0: 0/20/0 1: 0/20/0 2: 0/20/0 3: 0/20/0 4: 0/20/0
5: 0/20/0 6: 0/20/0 7: 0/20/0 8: 0/20/0 9: 0/20/0
10: 0/20/0 11: 0/20/0 12: 0/20/0 13: 0/20/0 14: 0/20/0

15: 0/20/0 16: 0/20/0

Table 24 describes the new fields shown in the display when traffic shaping is in effect.

Table 24 Show Frame-Relay PVC Field Descriptions with Traffic Shaping in Effect

Field Description

CIR Current committed information rate (CIR), in bits per second.

BC Current committed burst size, in bytes.

BE Current excess burst size, in bytes.

List Queue Ays Identifier and parameter values for a custom queue list defined for the

PVC. These identifiers and values correspond to the command
queue-list 1 queue 4 byte-count 100

Output queues

Output queues used for the PVC, with the current size, the maximum
size, and the number of dropped frames shown for each queue.
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show frame-relay route

Use theshow frame-relay route EXEC command to display all configured Frame Relay routes,
along with their status.

show frame-relay route

Syntax Description
This command has no arguments or keywords.

Command Mode

EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Sample Display
The following is sample output from tlsow frame-relay routecommand:

Router#

Input Intf Input Dlci

Seriall
Seriall
Seriall
Seriall
Serial2
Serial2
Serial2
Serial3

100
101
102
103
200
201
202
203

show frame-relay route

Output Intf  Output Dici Status

Serial2 200 active
Serial2 201 active
Serial2 202 active
Serial3 203 inactive
Seriall 100 active
Seriall 101 active
Seriall 102 active
Seriall 103 inactive

Table 25 describes significant fields shown in the output.

Table 25

Show Frame-Relay Route Field Descriptions

Field

Description

Input Intf

Input interface and unit.

Input Dlci

Input DLCI number.

Output Intf

Output interface and unit.

Output DIci

Output DLCI number.

Status

Status of the connection: active or inactive.
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show frame-relay svc maplist

To display all the SVCs under a specified map list, usshbe frame-relay svc maplistEXEC
command.

show frame-relay svc maplishame

Syntax Description

name Name of the map list.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 11.2.

Sample Output

The following example shows, first, the configuration of the matiahkand, second, the
corresponding output of tleow frame-relay svc mapliscommand. The follwing lines shav the
configuration:

map-list shank local-addr X121 87654321 dest-addr X121 12345678
ip 172.21.177.26 class shank ietf

ipx 123.0000.0c07.d530 class shank ietf

!

map-class frame-relay shank
frame-relay incir 192000
frame-relay min-incir 19200
frame-relay outcir 192000
frame-relay min-outcir 19200
frame-relay incbr(bytes) 15000
frame-relay outcbr(bytes) 15000

The following lines show the output of tekow frame-relay svc mapliscommand for the
preceding configuration.

Router# show frame-relay svc maplist shank
Map List : shank

Local Address : 87654321 Type: X121
Destination Address: 12345678 Type: X121

Protocol : ip 172.21.177.26

Protocol : ipx 123.0000.0c07.d530
Encapsulation : IETF

Call Reference : 1 DLCI : 501

Configured Frame Mode Information Field Size :
Incoming : 1500 Outgoing : 1500

Frame Mode Information Field Size :

Incoming : 1500 Outgoing : 1500
Configured Committed Information Rate (CIR) :

Incoming : 192 * (10**3) Outgoing : 192 * (10**3)
Committed Information Rate (CIR) :
Incoming : 192 * (10**3) Outgoing : 192 * (10**3)

Configured Minimum Acceptable CIR :
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Incoming : 192 * (10**2) Outgoing : 192 * (10**2)
Minimum Acceptable CIR :

Incoming : 0 * (10**0) Outgoing : 0 * (10**0)
Configured Committed Burst Rate (bytes) :
Incoming : 15000 Outgoing : 15000
Committed Burst Rate (bytes) :

Incoming : 15000 Outgoing : 15000
Configured Excess Burst Rate (bytes) :

Incoming : 16000 Outgoing : 1200
Excess Burst Rate (bytes) :

Incoming : 16000 Outgoing : 1200

Table 26 describes signigicant fields in the output.

Table 26 Show Frame-Relay SVC Maplist Field Descriptions

Field Description

Map List Name of the configured map-list.

Local Address...Type Configured source address type (E.164 or X.121) for the
call.

Destination Address...Type Configured destination address type (E.164 or X.121) for
the call.

Protocol : ip ... Destination protocol addresses configured for the map-list.

Protocol : ipx ...

Encapsulation Configured encapsulation type (CISCO or IETF) for the
specified destination protocol address.

Call Reference Call identifier.

DLCI : 501 Number assigned by the switch as the DLCI for the call.

Configured Frame Mode Information Field Sizd:ines that contrast the configured and actual frame mode
Incoming : QOutgoing : information field size settings used for the calls.

Frame Mode Information Field Size :
Incoming : 1500 Outgoing : 1500

Configured Committed Information Rate (CIR) Lines that contrast the configured and actual committed
Incoming : 192 * (10**3) information rate (CIR) settings used for the calls.
QOutgoing : 192 * (10**3)

Committed Information Rate (CIR) :

Incoming : 192 * (10**3)

Qutgoing : 192 * (10**3)

Configured Minimum Acceptable CIR : Lines that contrast the configured and actual minimum
Incoming : 192 * (10**2) acceptable CIR settings used for the calls.

Qutgoing : 192 * (10**2)

Minimum Acceptable CIR :

Incoming : 0 * (10**0)

Outgoing : 0 * (10**0)

Configured Committed Burst Rate (bytes) :  Lines that contrast the configured and actual committed

Incoming : 15000 Outgoing : 15000 burst rate (bytes) settings used for the calls.
Committed Burst Rate (bytes) :
Incoming : 15000 Outgoing : 15000
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Table 26 Show Frame-Relay SVC Maplist Field Descriptions (Continued)

Field Description

Configured Excess Burst Rate (bytes) : Lines that contrast the configured and actual excess burst
Incoming : 16000 Outgoing : 1200 rate (bytes) settings used for the calls.

Excess Burst Rate (bytes) :

Incoming : 16000 Outgoing : 1200

Related Commands

class (map-list configuration)
frame-relay bc

frame-relay cir

frame-relay mincir
map-class frame-relay
map-list
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show frame-relay traffic

To display the global Frame Relay statistics since the last reload, i®thérame-relay traffic
EXEC command.

show frame-relay traffic

Syntax Description
This command has no arguments or keywords.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco 10S Release 10.0.

Sample Display
The following is sample output from tisbow frame-relay traffic command:

Router# show frame-relay traffic

Frame Relay statistics:

ARP requests sent 14, ARP replies sent 0
ARP request recvd 0, ARP replies recvd 10

Information shown in the display is self-explanatory.
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show interfaces serial

Use theshow interfaces seriaEXEC command to display information about a serial interface.
When using the Frame Relay encapsulation, usshibwe interfaces seriaicommand to display
information about the multicast DLCI, the DLCIs used on the interface, and the DLCI used for the
Local Management Interface (LMI).

show interfaces seriahumber

Syntax Description

number Interface number.

Command Mode
EXEC

Usage Guidelines
This command first appeared in Cisco I0S Release 10.0.

Use this command to determine the status of the Frame Relay link. This display also indicates
Layer 2 status if SVCs are configured.

Sample Displays
The follonving is sample output from ttehow interfaces serialcommand for a serial intexte with
the CISCO LMI enabled:

Router# show interface serial 1

Seriall is up, line protocol is down
Hardware is MCI Serial
Internet address is 131.108.174.48, subnet mask is 255.255.255.0
MTU 1500 bytes, BW 1544 Kbit, DLY 20000 usec, rely 246/255, load 1/255
Encapsulation FRAME-RELAY, loopback not set, keepalive set (10 sec)
LMI eng sent 2, LMI stat recvd 0, LMI upd recvd 0, DTE LMI down
LMI eng recvd 266, LMI stat sent 264, LMI upd sent 0
LMI DLCI 1023 LMI type is CISCO frame relay DTE
Last input 0:00:04, output 0:00:02, output hang never
Last clearing of "show interface" counters 0:44:32
Output queue 0/40, 0 drops; input queue 0/75, 0 drops
Five minute input rate 0 bits/sec, 0 packets/sec
Five minute output rate 0 bits/sec, 0 packets/sec
307 packets input, 6615 bytes, 0 no buffer
Received 0 broadcasts, O runts, 0 giants
0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored, 0 abort
0 input packets with dribble condition detected
266 packets output, 3810 bytes, 0 underruns
0 output errors, 0 collisions, 2 interface resets, O restarts
178 carrier transitions

The display shws the statistics for the LMI as the number of status inquiry messagekidérsn(
andLMI stat ser), the number of status messages receikbtl énqgandLMI stat recvd, and the
number of status updates reesl (Ml upd recvd. See thé-rame Relay Interfacgpecification for
additional explanations of this output.
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The follonving is sample output from ttehow interfaces serialcommand for a serial intexte with
the ANSI LMI enabled:

Router# show interface serial 1
Seriall is up, line protocol is down
Hardware is MCI Serial
Internet address is 131.108.174.48, subnet mask is 255.255.255.0
MTU 1500 bytes, BW 1544 Kbit, DLY 20000 usec, rely 249/255, load 1/255
Encapsulation FRAME-RELAY, loopback not set, keepalive set (10 sec)
LMI eng sent 4, LMI stat recvd 0, LMI upd recvd 0, DTE LMI down
LMI eng recvd 268, LMI stat sent 264, LMI upd sent O
LMI DLCI O LMI type is ANSI Annex D frame relay DTE
Last input 0:00:09, output 0:00:07, output hang never
Last clearing of "show interface" counters 0:44:57
Output queue 0/40, 0 drops; input queue 0/75, 0 drops
Five minute input rate O bits/sec, 0 packets/sec
Five minute output rate O bits/sec, O packets/sec
309 packets input, 6641 bytes, 0 no buffer
Received 0 broadcasts, 0 runts, 0 giants
0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored, O abort
0 input packets with dribble condition detected
268 packets output, 3836 bytes, 0 underruns
0 output errors, O collisions, 2 interface resets, 0 restarts
180 carrier transitions

Each display pnades statistics and information about the type of LMI configured, eXt®€ Ofor

the Cisco LMI typeANSIfor the ANSI T1.617 Annex D LMI type, ¢FU-T for the ITU-T Q.933
Annex A LMI type. See thehaw interfacescommand for a description of the other fields displayed
by this command.

Related Command
A dagger (1) indicates that the command is documented outside this chapter.

show interfaces'
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